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Statement on inspection in GC Exchange A/S

(The Area Of Anti-Money Laundering)

Introduction

In January 2022, the Danish Financial Supervisory Authority conducted an
inspection at GC Exchange A/S (the company). The inspection was an
examination of the area of anti-money laundering. It covered the company’ s
customer due diligence and monitoring, including high-risk customers and
transactions, as well as the company’ s handling of alerts and reporting to the
Money Laundering Secretariat.

The company offers services with virtual currency (VASP) and currency
exchange operations. The inspection was limited to examining the company’ s
offering of services with virtual currency.

Risk Assessment

The Company facilitates cryptocurrency trading, primarily involving Bitcoin and
Ethereum, by offering:

» Exchange between fiat currencies and virtual currencies

» Exchange between different types of virtual currencies

» Transfer of virtual currencies

The Company primarily services business customers.

National Risk Context

+ The Money Laundering Secretariat’ s 2022 National Risk Assessment
identifies crypto-assets as a significant money laundering risk area,concluding
that criminal actors are highly likely to increase the use of crypto-assets for
laundering illicit proceeds.

+ The Danish Security and Intelligence Service’ s (PET) 2022 National Risk
Assessment of Terrorist Financing highlights cryptocurrencies as a high-risk
channel for terrorist financing, due to their speed, lack of geographic limitations,
and the existence of obfuscation mechanisms (e.g., mixers, privacy coins).
Given these factors, the Company’ s services are considered inherently
high-risk in relation to money laundering and terrorist financing.



The inspection revealed the following:

Risk Assessment

*The Company has prepared a written risk assessment, but it is not sufficiently
detailed.

» The assessment does not adequately cover specific risks associated with
different customer categories, transaction types, or geographic exposure.
Customer Due Diligence (CDD)

» The Company conducts basic identity verification of customers.

» However, procedures for enhanced due diligence (EDD) on high-risk
customers are insufficient and inconsistently applied
Ongoing Monitoring

» The Company has implemented transaction monitoring, but the scope and
frequency of monitoring are inadequate considering the high-risk nature of its
business.

« Alerts are generated but not always reviewed in a timely manner.
Suspicious Transaction Reporting

* The Company has filed some reports with the Money Laundering Secretariat.

*Nevertheless, several cases were identified where the Company should have
submitted reports but failed to do so.

Recommendations

The Authority recommends that the Company:

Strengthen Risk Assessment

*Update and expand the Company’ s AML risk assessment to include detailed
analysis of specific risk factors (e.g., customer type, product, geography,
transaction size).

Enhance Due Dil igence Procedures

dmplement more robust enhanced due diligence (EDD) measures for high-risk
customers.

» Ensure consistent application of these measures.

Improve Monitoring Systems
€xpand transaction monitoring coverage to reflect the Company’s risk profile.
» Establish procedures for timely review and escalation of alerts.

Increase Reporting Compliance

*Ensure that all relevant cases are reported promptly to the Money Laundering
Secretariat.

* Provide additional training to staff on identifying and reporting suspicious
activities.



Risk Responsibility Statement Report

Purpose of the Report

This report aims to clearly explain the risks arising from customer
operational errors and other uncontrollable factors during the company’ s
business operations. It emphasizes that the company will not prioritize
assuming any responsibility in such situations, in order to safeguard the
stability of company operations and protect its legal rights.

Analysis of Risk Sources

l.Customer Operational Errors

Customers may incur financial losses or abnormal transactions due to incorrect
operations, mis-clicked trades, or input errors while using the company's platform or
services.

Examples include but are not limited to:

Transferring funds to an unintended account

Placing or canceling orders incorrectly

Forgetting or misconfiguring trading parameters

These risks are considered the result of individual customer actions, which the
company cannot predict or control in advance.

Il. Other Uncontrollable Factors

® External system environment abnormalities, such as network interruptions,
third-party payment platform issues, or financial market fluctuations.

® Problems arising from third-party service providers, such as clearing institutions
or partner banks.

® Force majeure events, such as natural disasters, policy changes, or other
unpredictable incidents.

Ill. Company's Risk Assumption Position

® The company has established comprehensive safety and operational guidelines;
however, it will not prioritize assuming responsibility for losses caused by
customer operational errors or other uncontrollable factors.

® The company will provide operational manuals and educational resources to
help customers reduce the risk of errors, but ultimate responsibility remains
with the customer.

® If losses are caused by major system failures or the company’s own negligence,
the company will assume responsibility in accordance with applicable laws and
contractual agreements.



IV. Risk Prevention Recommendations

® Customers should carefully read the operational guidelines and fully understand
the risks before each transaction.

® |tis recommended to enable security measures, such as two-factor
authentication and transaction confirmation notifications, to reduce operational
error risks.

® Customers should self-assess their risk tolerance and operate rationally to avoid
significant losses due to mistakes.

V. Conclusion

In summary, customer operational errors and other uncontrollable factors may
result in transaction or financial losses. The company will not prioritize
assuming any related risks. The company will continue to optimize the platform
and operational guidelines to assist customers in reducing the risk of errors,
but ultimate responsibility remains with the customers themselves.

Conclusion

The Danish Financial Supervisory Authority (Finanstilsynet) has assessed that GC Exchange is a
recognized trading platform with both security and potential risks. The inherent risk assessment
of GCEX being used for money laundering or terrorist financing is considered within a safe range.
However, the Authority urges GCEX to strengthen its review processes in the following areas:
customer due diligence, customers’ use of the exchange for potential money laundering activities,
and related factors such as the financial products offered by the company, exposure to high-risk
countries through customer transactions, and the company’s significant volume of cross-border

transactions with foreign jurisdictions.

The company has amended its customer risk assessment in order to classify customers
individually according to risk and to incorporate all relevant risk factors into the categorization,
particularly regarding customers’ usage patterns and the jurisdictions with which they are
connected. If a customer’s activities violate regulations, the Financial Supervisory Authority may
cooperate with the financial authorities of the customer’s home country to conduct joint
investigations and retains the right to freeze all of the customer’s assets.

The company is required to obtain sufficient customer due diligence information, including
details on the purpose and intended nature of the business relationship, with particular
emphasis on acquiring adequate information regarding the customer’s expected activities.
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	檢查發現：風險評估·公司已編制了書面的風險評估，但其詳細程度不夠。·評估沒有充分涵蓋與不同客戶類別
	·對高風險客戶實施更完善的強化盡職調查（EDD）措施。確保始終適用這些措施。

